
 
 
Information Security Policy  

  

Ignitarium is committed to protecting its information assets and providing a 
secure environment for information processing to its customers and 
employees.   

Ignitarium shall strive to secure Confidentiality, Integrity, Availability and Privacy 
by:  

•              Maintaining an effective Integrated Management System  

•              Regular and robust security testing of all services & products 
offered by Ignitarium  

•              Security and confidentiality of all customer data in our 
possession  

•              Creating security awareness and a security-conscious culture 
within Ignitarium thereby reducing Information Security & Privacy 
related breaches  

•              Deploying appropriate technology and operational level controls 
to ensure timely resolution of incidents  

•              Continually monitoring and improving effectiveness of the 
Integrated Management System  

•              Providing commitment to comply with all applicable legal, 
regulatory, and statutory requirements  

 

 
 


